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Motivation

1 Increasing content availability

BBoth user generated and publisher generated
contents

1 Increasing consumption of content
BE.g., Akamai estimates: 1,296  Tbps [Akami ]




Challenge

» Potential bottlenecks at
Bthe uploader last (first) mile and/or

Bthe middle mile

1 Solution
BReplication/service capability inside the networks




Existing Approaches and their Problems

1 IP multicast
BLacking in global deployment

1 CDN
BClosed systems with limited scopes

1 P2P cache
BApplication specific




What are Data Lockers?

In-network storage/BV¥ccounts
offered bymultiple providers
accessible usingstandard
protocol under applicatioexplicit
control to provideefficient content
distribution




Who Provide Data Lockers?

A provider of data lockers is called a
Content Delivery Storage Provider (CSP)

1 An CSP can be an ISP, or a third party (e.g.,
cloud storage provider)




CSPC

Client

Client with 1
Data Locker,
|




What should Data
Lockers Provide?



Functions of a Content Delivery
System

v Control

BContent search/index & composition/authorization
BReplication and request routing

1 Scaling, Efficiency (e.g., Proximity), Load Balancing and
Reliability

1 Data
BStorage/transport




Architectural Spectrum

AWeako Coupling: AStrongo Coupl. i
Separation of Control Tight integration
and Data. of Control

functions into

In-network storage.

A potential extreme is virtual machines.
Not considered for now.
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The Decoupled Design Principle

1 The data - locker decouples control functions
out of data functions as much as possible
BDecoupled Control and Data  Enroute (DeCaDE)

1 Control functions implemented either by
applications or separate control protocols
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Overview

™ Reduce production
complexity and provide
open access

Standard
Protocol(s)

W Integrate with
application policies

.

@l ) Control Protocols
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Use Case: End-User Based Control

Native P2P Clients

Client A Client B

o%»  PeRComol
%ﬂj P2P Data . UE"

Data Locker-enabled P2P Clients

= =,

Storage S, Storage S,

Client A Client B
o

% P2P Control %

P2P Data (alternative)
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Use Case: End-User Based Control
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